How to forward Air Force E4C e-mail addresses

(@us.af.mil) to your NPS e-mail account.

1. This process requires access to a .mil computer.
Log into the Air Force Directory Services website (https://imp.afds.af.mil/Reports.aspx#temail)

2.

@ https://imp.afds.af.mil/Reports.aspx®super

& Air Force Directory Serv... % | /2

If the web page display exhibits any format irregularities, please turn off all compatibility settings. Dismiss

Identity Management
Portal

Quick Links

Home
User Self Service
View Report
How to Correct Your Data
E4C FAQS
= Custom Recipients
= Single Users
Requirements
‘Submit or Change Reguest
‘Submit SIPR Regquest
= Bulk Administrators
Requirements
Download CSV Template
Submit Request
Reguest Administration
Users Guide
CR FAQs
= Customized Address Book
User Guide
£l Search
White Pages
Blue Pages

AFDS obtains identity data from several authoritative sources, such as DMDC, GDS, AFGAL, MilPDS, MPES, ADLS, and DCPDS/CIVMOQD, to
present the most complete record possible. The source for a specific attribute depends on your role (i.e. Active Duty, Contractor, Civilian, etc.).
Hovering over some fields may display a description and/or source of the information contained therein.

The following data is available for your personal information stored with Air Force Directory Services.
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Category: USAF Active

Personal Email Cerfificate

Supervisor

Open a ticket with your
local Comm Focal Point

1. Customers may update their contact information in the fields below, with the exception of the grayed-out fields.
2. Once you have made all necessary updates, click the SAVE button at the bottom.
3. Please note that it may take up to 24 hours for any changes to be reflected.
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to effectively manage
access control, identity
‘management, and security
threats whiie simpiifying
security management. It
serves as the single
authoritative source for
identity data used by
networks and applications,
reducing redundancy of
directory services currently
deployed in the AF.
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The information herein is For Official Use Only (FOUQ) which must be protected under the Freedom of Infermation Act of 1966 and Privacy Act of
1974, as amended. Unauthorized disclosure or misuse of this PERSONAL INFORMATION may result in criminal and/or civil penalties.

%' /& AFPortal: Login Pag...

L)

/= Air Force Directory S...

N



3.

“Single Users”

& https;//imp.afds.af.mil/cr/SingleEntryForm.aspx

{2 Air Force Directory Services %

el
Single User Custom Recipient Entry

From the left hand menu, select “Submit or Change Request” under “Custom Recipients” ->
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Please complete the information below and submit it. For help, place your mouse over the icon to the right of the field you would like more information
about
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4. Fillin all of your information and click submit. NOTE: NPS also establishes an "@nps.navy.mil" email account,

which works with your standard "@nps.edu" account. Use your "@nps.navy.mil" account for the "Email" section.

5. You will receive a confirmation e-mail within 24-48 hours. Click on the provided link to activate
e-mail forwarding.
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6. Once e-mail forwarding is setup, you can verify by going to “User Self Service” -> “View Report”

and selecting the “email” tab.
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User Self Service

AFDS obtains identity data from several authoritative sources, such as DMDC, GDS, AFGAL, MIIPDS, MPES, ADLS, and DCPDS/CIVMOQD, to
present the most complete record possible. The source for a specific attribute depends on your role (i.e. Active Duty, Contractor, Civilian, etc ).
Hovering over some fields may display a description and/or source of the information contained therein

The following data is available for your personal information stored with Air Force Directory Services.

Category: USAF Active

Email Cerlificate

The following regarding your Emai Career account.

EAC Email Address: @us af. mil

E4C Display Name: Capt US Air Force AETC AF INST OF TECH IN/Student

Your E4C account is currently configured to forward mail to the following account:

EAC Forwarding Email: @nps.navy.mil

If your local address is not listed, you may be able to forward your EAC email to your local account.
If you have an eligible .mil, .gov, .us or .edu email address, and if you want your E4C Email
Address to forward to your local account, Click Here to submit your information.

The information herein is For Official Use Only (FOUQ) which must be protected under the Freedom of Information Act of 1966 and Privacy Act of
1974, as amended. Unautherized disclosure or misuse of this PERSONAL INFORMATION may result in criminal and/or civil penalties.
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